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Consultant Data Loss Prevention F/H
Description

Notre client, un acteur majeur dans le secteur de la cybersécurité, recherche un
Consultant Data Loss Prevention (DLP) capable de prendre du recul sur les
enjeux liés à la sécurisation des données sensibles.

En tant que Consultant DLP, vous jouerez un rôle clé dans la sécurisation des
données et l’élaboration de la stratégie de prévention des fuites de données. Vous
serez à la fois un conseiller technique et un conseiller stratégique capable de
documenter les processus en prenant de la hauteur sur les besoins
organisationnels.

Définition des stratégies DLP : Élaborer et formaliser des stratégies de
prévention des pertes de données en fonction des risques identifiés et des
besoins des différentes entités de l’entreprise.
Analyse technique et mise en place : Assurer le déploiement et la
configuration des solutions DLP adaptées aux environnements techniques
et au contexte métier.
Documentation : Rédiger et structurer les documents et guides
techniques, prenant en compte les apports concrets de vos interventions
pour améliorer les processus.
Audit et supervision : Effectuer des audits réguliers des solutions DLP
existantes et proposer des optimisations basées sur les évolutions
technologiques et les besoins métier.
Formation et sensibilisation : Accompagner et former les équipes
internes à l’utilisation des outils de DLP et sensibiliser à la sécurité des
données.
Veille technologique : Rester à l’affût des dernières tendances et
technologies dans le domaine de la protection des données pour assurer un
haut niveau de sécurité et d’efficacité.

Qualifications

Nous recherchons un profil technique avec une réelle capacité à prendre du recul et
à structurer ses analyses dans une approche à 360°. Vous devez être capable de
lier expertise technique et vision stratégique.

Formation : Bac+5 en informatique, cybersécurité ou domaine similaire.
Expérience : Expérience confirmée (3 ans minimum) en cybersécurité,
avec une spécialisation dans la gestion des solutions DLP.
Connaissances techniques : Maîtrise des principales solutions DLP du
marché (Symantec, McAfee, Forcepoint, etc.), ainsi que des
environnements de sécurité réseau et système.
Qualités requises : Capacité à documenter de manière claire et
structurée, rigueur, autonomie, et prise de hauteur sur les projets
stratégiques. Une excellente communication pour travailler en transversal
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avec les équipes IT et métier est également essentielle.
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