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Consultant Gouvernance Risque Conformité F/H
Description

Devenez un acteur clé dans la protection des organisations face aux
cybermenaces de demain !

LEA Recrutement présente, pour le compte de notre partenaire, une nouvelle offre
d’emploi.

Notre client, une entreprise a la pointe de la technologie, leader en Europe sur son
marché, a Montpellier, recherche un Consultant Gouvernance Risques
Conformité H/F talentueux(se) pour rejoindre son équipe au siége social pour un
poste en CDI. Si vous étes passionné par la cybersécurité et avez un talent inné

pour anticiper les risques tout en assurant la conformité, ce poste est fait pour vous
!

La confidentialité de votre candidature est assurée.
Vous travaillez en binbme avec un autre consultant cybersécurité GRC.
Missions principales :

¢ Audit de Maturité GRC : Réaliser des audits techniques et organisationnels

pour évaluer la maturité des systémes de sécurité, identifier les

vulnérabilités et proposer des solutions adaptées.

Renfort de Sécurité : Contribuer au renforcement de la sécurité des

infrastructures IT en réalisant des audits de sécurité globaux, incluant

I’analyse de risques via des méthodologies comme EBIOS RM et ISO

27005.

Analyse de Risques et Documentation : Mener des analyses de risques

approfondies et documenter les processus, les politiques de sécurité et les

recommandations pour les atténuer. Préparer et maintenir la conformité aux

normes telles que ISO/IEC 27001, RGPD, et autres référentiels de I'ANSSI.

* Prévision d’Activité et Plan d’Action : Elaborer et mettre en ceuvre des plans
d’action concrets pour remédier aux vulnérabilités identifiées et anticiper les
risques futurs.

¢ Audit Physique et Certification : Réaliser des audits sur site pour garantir la
conformité physique des installations et accompagner I'entreprise dans la
démarche de certification ISO 27001.

¢ Documentation et Reporting : Rédiger des rapports d’audit en frangais et en
anglais, tout en assurant la communication efficace des résultats et
recommandations aux parties prenantes.

Vos avantages:

e Primes

¢ Carte Swile

Pariticpation accés salle de sport

e Paritipation au frais de transports si déplacement en train

LEA Linking Executive Associates

Organisme employeur
LEA Linking Executive Associates

Type de poste
Temps plein

Secteur
AUTRES
INFORMATIQUES

ACTIVITES

Lieu du poste
34172, MONTPELLIER,
MONTPELLIER, France

Salaire de base
40000 € - Salaire de base
50000 €

Date de publication
29 septembre 2024 a 13:02

Valide jusqu’au
29.10.2024

Actualités, débats, analyses, idées et polémiques
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¢ Locaux bien situés accessibles en tramway/Bus
¢ Salle de jeux, ping pong etc...

Qualifications
Votre profil:

e Formation : BAC + 5 en sécurité informatique ou domaine connexe.

* Expérience : Minimum 2 ans d’expérience dans la sécurité informatique ou
dans le conseil en cybersécurité.

* Bagage Technique Solide : Capacité & comprendre et auditer des
architectures réseau complexes et a appliquer des référentiels de bonnes
pratiques (ANSSI, ISO 2700X, etc.).

¢ Capacités en Analyse de Risques : Maitrise des méthodologies EBIOS RM,
ISO 27005, et autres normes réglementaires (RGS, SecNumCloud, NIS2,
RGPD).

* Compétences Rédactionnelles et Communication : Excellentes aptitudes
rédactionnelles en frangais et en anglais, avec une capacité relationnelle
pour conduire des entretiens et gérer des projets en autonomie.

Process: entretien avec consultant RH, puis rencontre avec 'autre consultant et le
CTO!

N’hésitez plus, postulez !
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